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Cast L.
Davody pro vydani a predmét zavazného stanoviska

Clanek 1
Davody pro vydani zavazného stanoviska
Ridici organ IROP (,RO IROP*) vydava toto zavazné stanovisko v navaznosti na uginnost
zakona €. 264/2025 Sb., o kybernetické bezpecnosti, ve znéni pozdéjSich predpist (dale
také ,novy zakon®). Stanovisko se tyka dopadu tohoto zakona na vyhlasené vyzvy

specifického cile 1.1 v IROP 2021 - 2027, ve kterych je podporovana aktivita ,Kyberneticka
bezpelnost®:

e 3. vyzva IROP — Kyberneticka bezpe€nost — SC 1.1 (MRR);
4. vyzva IROP — Kyberneticka bezpecnost — SC 1.1 (PR);
e 5.vyzva IROP — Kyberneticka bezpeénost — SC 1.1 (CR);

e 10. vyzva IROP — eGovernment a kyberneticka bezpe¢nost — SC 1.1 (VRR);
e 29. vyzva IROP — eGovernment a kyberneticka bezpecnost — SC 1.1 (ITI);
e 89.vyzva IROP — Kyberneticka bezpeénost — NUKIB — SC 1.1 (CR).

Podporovana aktivita specifického cile 1.1 ,Kyberneticka bezpecnost® vychazi ze znéni
Programového dokumentu (dale jen ,PD*) Integrovaného regionalniho opera¢niho programu
pro programové obdobi 2021-2027. Pro cil politiky 1, specificky cil 1.1 a podporovanou
aktivitu je v PD explicitné odkazovano na zakon €. 181/2014 Sb., o kybernetické bezpecénosti,
ve znéni pozdéjSich predpist (dale také ,stary zakon“), a na Smérnici Evropského
parlamentu a Rady (EU) 2016/1148 (,Smérnice NIS“). Realizace projektu se fidi technickymi
bezpe&nostnimi opatfenimi podle §5 odst. 3 zakona €. 181/2014 Sb., o kybernetické
bezpec€nosti, a mezinarodnimi standardy a normami v oblasti bezpecénosti informaci.

Hodnotici kritéria a systém hodnoceni zadosti o podporu v IROP 2021-2027 pro SC 1.1
zohlednuji uvedené pozadavky a odkazuji na provadéci legislativu, konkrétné na vyhlasku
€. 82/2018 Sb., o bezpec€nostnich opatfenich, kybernetickych bezpecnostnich incidentech,
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reaktivnich opatfenich, naleZitostech podani v oblasti kybernetické bezpecnosti a likvidaci
dat. Specificka pravidla pro zadatele a pfijemce (dale jen ,SPPZP*) vy$e uvedenych vyzev
tak vychazeji z legislativy zakona &. 181/2014 Sb., o kybernetické bezpelnosti.

Zakon €. 264/2025 Sb. zcela nahrazuje zakon €. 181/2014 Sb., a implementuje pozadavky
Smeérnice Evropského parlamentu a Rady (EU) 2022/2555 ze dne 14. prosince 2022
(,Smérnice NIS 2%) do ¢eského pravniho fadu. Nejde tedy o novelu, ale o rekodifikaci celé
oblasti kybernetické bezpecnosti. Novy zakon vychazi z principu plvodni Upravy, avsak
rozSifuje okruh regulovanych subjektl, zpfisfiuje povinnosti a zavadi nové mechanismy (napf.
provéfovani dodavatelskych fetézcu, osobni odpovédnost vedeni apod.). Vyzvy SC 1.1 byly
pfipraveny pred ucinnosti zakona ¢&. 264/2025 Sb., proto se technické pozadavky odvijeji od
predchozi pravni Upravy. Nejde o nahradu zakonnych povinnosti, ale 0 podminky programu.

S ohledem na programovy cyklus jsou ve vyzvach SC 1.1 evidovany projekty ve vSech fazich,
od pfipravy zadosti o podporu, pfes hodnoceni a vybér projektl, realizaci az po fazi
udrzitelnosti.

Obecné je Zadatel podle platné metodiky povinen postupovat v souladu s Pravidly pro
Zadatele a pfijemce od jejich u€innosti. Do vydani Pravniho aktu (dale jen ,PA") / Rozhodnuti
o poskytnuti dotace (dale jen ,Rozhodnuti“) se zadatel fidi verzi Pravidel ucinnou ke dni
podani zadosti o podporu, po vydani PA / Rozhodnuti se Fidi vzdy aktualni verzi. Aktualné
platnd Pravidla odkazuji na legislativu starého zakona o kybernetické bezpecnosti (zakon
€. 181/2014 Sb.), vCetné provadécich pFedpist, a stanovuji pozadavky na realizaci
technickych bezpecnostnich opatieni v souladu s touto pravni Upravou.

V navaznosti na ucinnost nového zakona bude sjednocen vyklad a aplikace pravidel tak, aby
bylo jednoznacné stanoveno, podle které pravni Upravy se maji zadatelé a pfijemci Fidit.
Cilem je eliminovat nejasnosti a zajistit jednotny postup pro vSechny projekty, bez ohledu na
fazi jejich realizace.

Clanek 2
Predmét zavazného stanoviska

Zavaznym stanoviskem se aktualizuje kapitola Udrzitelnost véech SPPZP IROP 2021-2027
u vyhlasenych vyzev €. 3, 4, 5, 10, 29 a 89.

Pfi prfipravé zadosti o podporu a v pribéhu realizace projektu maji vSichni zadatelé
a pfijemci povinnost i nadale postupovat v souladu s platnymi Specifickymi pravidly IROP,
ktera v souCasnosti odkazuji na zakon &. 181/2014 Sb., o kybernetické bezpecnosti, a na
vyhlasku €. 82/2018 Sb.

S ohledem na ucinnost nového zakona €. 264/2025 Sb. (transpozice smérnice NIS2) od
1. listopadu 2025 nicméné& RO IROP doporuéuje, aby zadatelé jiz pfi navrhu fe$eni zohlednili
pozadavky nové legislativy, zejména v oblasti fizeni rizik a hlaseni incidentu, aby se prfedeslo
dodateCnym nakladnym Upravam v obdobi udrzitelnosti.

PF posuzovani plnéni povinnosti pfijemctd dotace v obdobi udrzitelnosti v oblasti
organiza¢nich opatfeni se bude vychazet z aktualné platné pravni Upravy, tedy od ucinnosti
nového zakona o kybernetické bezpecnosti, ktery transponuje smérnici NIS2 do Ceského
pravniho fadu. Pfijemce ve zpravé o udrzitelnosti (dale také “ZoU*) identifikuje pravni upravu,
podle které postupuje, bud starého zakona, nebo jiz nového zakona
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S ohledem na to, Z2e ve vyzvach IROP dosud nebylo sledovano, zda je pfijemce
regulovanym subjektem, budou pfijemci ve zpravé o udrZitelnosti uvadét pozadavek
a zplUsob plnéni organiza¢nich opatfeni podle nového zakona o kybernetické bezpecnosti
v souladu s rezimem povinnosti, ke kterému jsou registrovani (rezim vys$sich povinnosti nebo
rezim niz8ich povinnosti). V pfipadé podpofené organizace, na kterou se nevztahuje zadny
zreziml povinnosti podle nového zakona, bude pfilemce uvadét pozadavky plnéni
organizacénich opatfeni podle rezimu nizSich povinnosti.

Pokud je pfFijemce registrovanym subjektem, ale nachazi se v pfechodné |h{té jednoho roku
a dosud nezavedl bezpecnostni opatfeni, tuto skuteénost uvede a bude se fidit plvodni
pravni Upravou, tedy mit zavedena organizacni opatfeni definovana podle starého zakona
o kybernetické bezpelnosti.

Cast Il
Aktualizované éi nové dopliiované kapitoly SPPZP

Clanek 3
Aktualizace kapitoly Udrzitelnost

o Text Upozornéni pro aktivitu Kyberneticka bezpecnost:

Technickd opatfeni bez implementace organiza¢nich opatfeni jsou Casto neucinna
a neumoznuji maximalni vyuziti vynalozZenych investic. Pfijemce podpory je povinen po celou
dobu udrzitelnosti mit zavedena organizacni opatfeni—definovana—§5—odst—2zakena—o
kybernetické-bezpeénosti- odpovidajici pravni upravé, ktera je pro néj zavazna.

Od ucinnosti nového zakona o kybernetické bezpecnosti (264/2025 Sb.) a po uplynuti
prechodné Ilhiuty je prijemce povinen plnit organizaéni opatreni podle rezimu
povinnosti, ke kterému je registrovan (vyssi rezim, nizSi rezim). V pfipadé, Zze se na
prijemce zakon nevztahuje, pIni minimalni standard odpovidajici rezimu nizSich
povinnosti.

Pokud je pfrijemce registrovanym subjektem, ale nachazi se v prechodné |haté a dosud
nezaved| opatieni dle nového zakona, uvede tuto skute€nost ve zpravé o udrzitelnosti
a dolozi plnéni organiza¢nich opatreni podle plivodni pravni tpravy.

Prijemce ve ZoU uvadi rozsah a popis zavedenych organizaénich opatfeni vCetné jejich
podlozeni dokumenty dokladujicimi jejich plnéni a zajisténi personalnich kapacit, jako napf.
pfehled smérnic pro pouzivani a spravu vypocetni techniky v organizaci vcetné smluv
o zajisténi organizacnich opatfenich, pfipadné dolozeni pracovni naplné odpovédné osoby.

w

Cast lll.
Zaveérecna ustanoveni

Toto zavazné stanovisko plati od data jeho uc€innosti pro vyzvy €. 3, 4, 5, 10, 29 a 89 a
vztahuje se na v8echny zadosti o podporu vcetné jiz podanych.
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RO IROP promitne zmény uvedené v &asti Il., lanku 3 tohoto zavazného stanoviska do
SPPZP pii jejich nejblizsi revizi.

PFilohy: nejsou
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